
THIRD Semester

Computer Science and Engineering

CP 052 E–COMMERCE TECHNOLOGY

Time : TWO hours
Maximum : 60 marks

Answer ALL questions.

PART A — (6 ( 2 = 12 marks)

1. Explain various types of  electronic tokens. 

2. What do you mean by Malicious threat ?

3. Why do you need  Data Encryption Standard ?

4. Mention the  elements of e-commerce applications ?

5. Explain E-Commerce model ?

6. What are the 4 properties of e-cash ?

PART B — (3 ( 16 = 48 marks)

1. In the case of  a new credit card business application for an international bank , how do you implement  :  a) Information based marketing, b) Interactive marketing process on internet and c) Market research .
(OR)

2. Explain in detail : a) domain name services,  b) web-service protocols , c) internet applications and d) utility programs ?
3. Explain  a) Firewalls and N/W security  b) Proxy application servers.
4. Give any case study involved with e-com technology to explain : a) Client server security  b) Data & transaction security  c)Various holes in N/W security.
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